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PORTAL MIGRATION – PASSWORD RESET 
As part of the migration of FPI Portal away from Aviva/Singlife – all users will be required to reset their 
passwords upon initial login post migration. 

This document is aimed at assisting staff members in handling any calls or email queries that may be 
received into the contact centre/customer services departments as a result of this requirement. 

The document is split into two sections, these are: 

• Clients. 

• Advisers. 

Each user type may have to provide their plan/policy or agency number as part of their password 
reset journey depending on how they are set up to receive their OTP: 

User Type & OTP Method Plan/Policy Number Required 
Client, OTP via SMS  
Client, OTP via email  
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Password Reset Journey - Client 
The first time a client attempts to login to the FPI Portal, the system will run a validation check on the 
user’s online account to confirm their OTP retrieval method. 

Client – OTP via SMS 
As standard, a client account would have their OTP set to be received via SMS message. Should the 
system validate this scenario, the client will be greeted with the below screen after attempting to 
login: 

 

The client will be sent an OTP via SMS to the mobile number associated with their account: 
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Once the OTP has been received and entered, the new password will be updated within our system 
and the client will receive a confirmation message: 

 

The client must then return to the home page and login with their new password: 

 

  



 
PAGE 4 OF 11 

The client will receive a new OTP via SMS to the mobile number associated with their account: 

 

The client will then be required to accept the FPI Portal terms of use: 
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After the FPI Portal terms of use have been accepted the client will be brought to their dashboard, 
this completes the password reset journey for this scenario: 

 

Client – OTP via email 
Some client accounts require the OTP to be received via an email. Should the system validate an 
account as being set to receive the OTP via email, the client will be greeted with the below screen 
when attempting to login: 
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Once the plan/policy number has been entered the client will be sent an OTP via email to the address 
associated with their account: 

 

Once the OTP has been received and entered, the new password will be updated within our system 
and the client will receive a confirmation message: 
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The client must then return to the home page and login using their new password: 

 

The client will receive a new OTP via email to the address associated with their account: 
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The client will be required to accept the FPI Portal terms of use: 
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After the FPI Portal terms of use have been accepted the client will be brought to their usual 
dashboard, this completes their password reset journey for this scenario: 
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Password Reset Journey – FAQ 
Although we believe the password reset journey to be straightforward, there may be instances 
wherein a client or an adviser will contact us to seek reassurance or assistance. 

 

Q: A client or adviser has contacted us questioning why they need to reset their 
password, how should I respond? 
A: Confirm to the user that, as part of the migration of systems away from Aviva/Singlife we require 
all users to perform a password reset to ensure security and audit guidelines are met. Reassure the 
user that you as a staff member have also had to reset your password and you sympathise with any 
frustrations caused by this request. 

Q: A client with OTP via email has contacted us stating the system is not accepting their 
policy number, how can I assist? 
A: Confirm the policy number the client is attempting to use and perform validation checks to ensure 
that it is a genuine FPI Policy/Plan number.  

**note: it is good practice to spoof the clients account in order to confirm exactly what policy/plan 
number is associated with their online account** 

Q: A client has contacted us asking for confirmation of their policy/plan number, how 
can I resolve this query? 
A: Please follow the standard security procedures used to validate a client. 

Once security procedures have been met you can confirm the user’s policy/plan number to them. 

Q: An adviser has contacted us asking for confirmation of their agency code, how can I 
resolve this query? 
A: The quickest method of resolving this query would be to ask the adviser to send an email to: 
fpi.extranet@fpinternational.com requesting confirmation of the agency code linked to their online 
account. 

The commission’s team will be monitoring this inbox and are able to accept requests for confirmation 
via email as long as the email is sent from the address linked to the adviser’s online account.  

Q: An adviser has contacted us asking for further assistance, who should I contact? 
A: Please ask the adviser to send an email to: fpi.extranet@fpinternational.com detailing their 
request. 
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Notes 
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